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affect our interactions with them 
there?  What do we know about 
those in our singles ministry 
and what opportunities can we 
create for that group to help 
them mature and grow?  Obvi-
ously, this isn’t fundamentally 
different from how we make 
decisions today, but the poten-
tial promised by the Intelligence 
Revolution is that we will have 
more data and greater ability to 
work with it, so that we can be 
more precise and make deci-
sions with greater confidence, 
helping our churches be more 
successful in achieving our mis-
sion, all to the glory of God.

It is my hope and prayer that 
these articles will encourage you 
in your daily walk with Christ.  
As 1 Peter 4:10 teaches us “As 
each has received a gift, use it to 
serve one another, as good stew-
ards of God’s varied grace.”

Russ McGuire is a trusted 
advisor with proven strategic 
insights. He has been blessed to 
serve as an executive in Fortune 
500 companies, found technol-
ogy startups, be awarded tech-
nology patents, author a book 
and contribute to others, write 
dozens of articles for various 
publications, and speak at many 
conferences. More importantly, 
he’s a husband and father who 
cares about people, and he’s a 
committed Christian who oper-
ates with integrity and believes 
in doing what is right. Learn 
more at http://sdgstrategy.com

http://www.iconcmo.com
http://www.donarius.com
http://sdgstrategy.com
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Four necessary things to 
do with your website to 
make it ministry effective

Yvon Prehn - yvon@effectivechurchcom.com

Obviously, today almost every church has a website, but sadly many 
church websites are little more than a newspaper or yellow pages 
ad for the church (something that has the basic facts and little else) 

posted online. This is not a factor of graphics or design, but of organization 
and content. Below are four suggestions to take your site beyond being an 
ad only to become an effective ministry tool in the coming year.

1—Don’t rely on your home page
Many churches put a great deal of time and emphasis 

on their home page and this has increased over the last few 
years with the advent of sliding header images, the “flat 
design” movement, and the redesign of many church home 
pages to look like the landing pages of secular companies. 

There is nothing wrong with any of these design trends 
and many church sites, because of the templates used to 
create them are very attractive. However, for your church 
site to be ministry effective it needs to be more than a 
home page for two key reasons.

One: each category or ministry on your home page 
needs to be explained in more detail if you want it to actu-
ally involve people, particularly those outside the church. 
Be sure your home page is the foundation and links to 
explanations. The cute graphics of programs that don’t 
make sense to anyone but insiders don’t appeal to visitors 

unfamiliar with your programs.
Two: Not everyone comes into your church website 

and sees the home page first. More and more visits to 
church sites come through search engine links of topics 
searched for. BE SURE all your pages have clear menus, 
in the headers or sidebars that let people know what else is 
on the site and how to get to it.

2—Add depth to the site
Following from the point above, though your home 

page will become less important as you add content to 
your site, work hard to add content to your site so it be-
comes more than an extended newspaper ad online. Added 
content will make your site more of a resource and evan-
gelism tool for people looking to find out more about the 
Christian faith.

Articles, links, videos and other materials that explain 

ministry communication
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and defends the Christian faith can either be created by 
your staff and members or you can summarize, comment 
on, and link to material on other Christian sites. 

Consider adding a team of reporters or writers for your 
website. Assign an editor and give them guidelines in tone 
and length. Don’t add this content creation expectation 
on current staff. Your Sunday School teachers, lay Bible 
teachers, retired pastors or staff who have the time and 
desire to write and research can make a great content team. 
This not only will help add depth to your church site, but 
you may give people in your church who have the gift and 
desire to do Christian writing a chance to practice their 
gift.

3—Don’t forget the basics
Having just encouraged you to add depth to your site 

with please don’t forget the basics.
People often come to your site looking for basic in-

formation and then they will look at other material if it is 
interesting to them. But if your site doesn’t have the basics 
they are looking for, it destroys the credibility of your site 
overall. 

Double check to make certain that you have:

Updated times and locations for events—don’t just •	
pass over this quickly—really check to make sure 
this is accurate.
Up-to-date calendar and service times—if you •	
change the times for special days or events, be 
sure you put this on your website.
Clear labels or removal of events that have already •	
happened—nothing is worse than last month’s 
special event still in a primary place on a website.
Links to featured items—today many church •	
websites feature header sliders with key events 
featured. Be sure these have links to all the infor-
mation needed to explain the event: if there is a 
cost, times, dates, etc., and a contact person for 
more information.

Periodically, informally have someone from outside 
the church look at your site (sit them down and watch 
them, pay money for their time) and ask them to find 
where classes are, when and where basic services are, what 
is going on for kids, what the church cares about. If they 
stumble and can’t find things, you know you need work on 
basics.

4—Get legal with your use of images
Text content isn’t the only area that you need to be 

concerned about—images are another. Here is what is 

becoming a pattern for many churches--you really need an 
image for the project you are working on. You don’t have 
money to buy one. You go to Google or Bing, do an image 
search and grab the first image that looks good.

And then later you feel guilty because you feel you 
may have stolen an image that wasn’t legally right for 
you to use. Feeling bad isn’t the only issue here. Churches 
and other organizations can be subject to substantial fines 
if they use images that they aren’t legally entitled to use. 
Also, it’s unrealistic to expect the Lord to bless our work if 
we use stolen material to promote our ministries.

What to do? Check out the short video here for super 
quick and easy ways to make sure you only snag legal 
images: http://www.effectivechurchcom.com/2015/01/
how-to-legally-download-images-from-google-and-
bing

Websites are a never-ending church communication 
challenge, but their ability to reach our communities for 
Jesus will increase if you follow the four suggestions 
above.

For more advice, samples, templates and more on 
effective church communications, go to: http://www.ef-
fectivechurchcom.com.

http://www.amazon.com/s/ref=nb_sb_noss?url=search-alias%3Daps&field-keywords=Yvon+Prehn

http://www.effectivechurchcom.com/2015/01/how-to-legally-download-images-from-google-and-bing
http://www.effectivechurchcom.com/2015/01/how-to-legally-download-images-from-google-and-bing
http://www.effectivechurchcom.com/2015/01/how-to-legally-download-images-from-google-and-bing
http://www.effectivechurchcom.com
http://www.effectivechurchcom.com


28January 2015Christian Computing® Magazine

Sony. The US government. The news is often filled with ‘the 
latest’ cyberattack. It seems like all of our data is vulnerable. 
What should we do about it? What can we do about it?

Nick Nicholaou - nick@mbsinc.com

All Data is Vulnerable

nick at church

Can We Truly Secure Our Data?
I think the best answer is maybe, but always keep 

in mind that if someone who is talented and focused 
really wants to get to your data, they probably can. 
It might take them a little time, but no data today is 
completely secure. Whether it’s someone we know 
who wants to hurt us (the hardest danger to protect 
against), a vendor who is careless or not doing their 
due diligence to protect the data they have, an email 
or website link we clicked on that gives someone 
access to our data, or some malicious person sitting 
on the same public WiFi network we’re using to do 
some quick shopping, our personal and corporate data 
is more accessible than we’d like to believe. And if 
our position in life is such that we become a ‘public’ 
target, we increase our vulnerability many times over.

Are Some Computers & Devices More Secure?
The quick answer is yes, but that doesn’t mean 

we’d be willing to focus our lives on the ‘more secure’ 
systems. Remember that even the US government gets 
hacked, and we’d like to believe it is doing all that can 
be done to protect data we have entrusted to it (though 
we give it some data because if we didn’t— like when 
we send in our tax returns, we’d be breaking the law).

There are conferences around the world for 
‘security’ people that attract a lot of hackers too. The 
conferences often set up computers for attendees to try 
to hack, and there are usually rewards given to those 
who are the first to hack them. Typically, they set up 
three current computers with current configurations: 
a Mac OS system, a Windows system, and a Linux 
system. The Mac OS system is usually the first to fall 
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(often in less than five minutes), followed by the Win-
dows system (usually within an hour), and the Linux 
system is often the one nobody can hack. But most of 
us don’t want to work on computers that run Linux; 
we prefer our Mac OS and Windows systems.

Regarding iOS and Android devices, there are a 
small number of exploitations for them, but the data 
they carry is usually much less than computers carry 
and the risk is, thus, fairly small. Of the two, iOS 
devices seem to be more secure, perhaps because their 
filing system is not typically available to users.

What Should We Do?
Be careful! But keep in mind that even if you are 

careful, your data could still get hacked. Here are 
some things I recommend:

Keep your computers and other devices up to •	
date regarding the patches provided by their 
operating system and application manufactur-
ers. Many patches close up vulnerabilities that 
have begun to be exploited.
Run anti-malware on your computers, and •	
make certain your email is scanned to prevent 
most of the SPAM that is sent to try to take 
advantage of you.

Reconsider whether you can really trust public •	
WiFi. I rarely use it— never on my computer, 
and only sometimes on my iOS devices. If I 
need my computer to connect to the Internet 
while away, I use my smartphone’s hotspot 
feature so that my connection is more secure. 
Public WiFi is an easy way for malicious 
people to gain access to your systems and data.
Reconsider which websites and public cloud •	
solutions you can really trust with your sen-
sitive data. Some very popular public cloud 
solutions have track records of poor security. 
Use good passwords that are more difficult to •	
hack. I recommend passwords with a mini-
mum of seven characters that are a mixture 
of upper and lower case letters, numbers, and 
common punctuation.
If you use a digital wallet, don’t let it sync •	
your identity and security-related data to a 
public cloud server. Even though that public 
cloud vendor may do a good job on their secu-
rity, they are a target in the hacker community. 
You personally may not be a hacker target, and 
so having that kind of data only on your local 
devices (encrypted, of course), your security 
may be elevated by your obscurity.

www.mbsinc.com
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Some data is more prone •	
to problems than others. 
Carefully read each email, 
tweet, post, and text mes-
sage you write before 
pressing ‘Send’ to make 
certain nothing you send 
can be misinterpreted or 
used to hurt you or some-
one else. The best strategy 
is to assume each of those 
communications over any 
system could show up on 
the news and be read by ev-
eryone you know.

Does It Really Matter?
I was consulting with a church 

recently when one of the younger 
pastors said he thought ‘data se-
curity’ was a “generational thing”. 
Unfortunately, he is correct! Many 
who are younger think the entire 
data security topic is overplayed. 
But those of us who are a little older 
know people whose lives have been 
significantly damaged because of 
data theft, identity theft, and other 
data security breaches. Recovering 
from some of those data security 
breaches takes a very long time, and 
some people never recover from 
them!

Yes, data security matters. And 
if there are simple things you can do 
to improve your data security, even 
though doing them won’t guarantee 
your data will be secure, it makes 
sense to do them.

Nick Nicholaou is president of 
MBS, an IT consulting firm specializ-
ing in church and ministry computer 
networks, VoIP, and private cloud 
hosted services.  You can reach Nick 
at nick@mbsinc.com and may want 
to check out his firm’s website (www.
mbsinc.com) and his blog at http://
ministry-it.blogspot.com.
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